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Resumo: Este artigo apresenta uma visdo geral da Lel Geral de Protecdo de Dados (LGPD),
abordando seus fundamentos, principios, categorias de dados e as fungdes dos principais agentes de
tratamento, como o controlador, o operador e o encarregado. Também discute os direitos dos
titulares, o papel da Autoridade Nacional de Protecdo de Dados (ANPD) e os caminhos para que
organizagdes se adequem a legislacdo. A protecdo de dados pessoais € tratada como uma questéo
relevante no contexto atual, marcado pelo avanco das tecnologias e pela crescente preocupacdo com
aprivacidade.
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1 INTRODUCAO

Com a proximidade do encerramento de 2025, estima-se que o volume global de dados
utilizados tenha crescido cerca de 23,13% em relagdo a 2024, totalizando aproximadamente
181 zettabytes — o equivalente a 181 trilhdes de gigabytes consumidos ao longo do ano
(Kumar, DemandSage,2024). Diante desse crescimento exponencial, surge uma questdo
fundamental: afinal, o que sd@o dados?

Dados sao registros de observagdes, resultados de medi¢des ou qualquer tipo de coleta
sistematizada de informacodes. Eles podem se apresentar de diversas formas, como numeros,
imagens, audios ou dados pessoais. Quando processados e interpretados, esses dados se
transformam em informagdes valiosas, utilizadas nas mais variadas areas (IBM, 2024).

Com uma quantidade tdo expressiva de dados sendo gerada diariamente, torna-se
essencial refletir sobre a seguranca e a privacidade dessas informacdes. A prote¢do dos dados
esta diretamente ligada a politicas e legislagdes que garantem o direito dos individuos sobre as
informagdes que fornecem, assegurando que organizacdes que coletam e armazenam dados
pessoais o fagam de forma ética e segura.

Nesse contexto, destaca-se a Lei Geral de Prote¢do de Dados (LGPD), legislacdo
brasileira que regula o tratamento de dados pessoais. Este artigo tem como objetivo abordar a
importancia da LGPD, seus principios fundamentais e a forma adequada de aplicagdo no
cenario atual.

2 OQUEEALGPD

A Lei Geral de Protecdo de Dados (Lei n° 13.709/2018), sancionada em 14 de agosto
de 2018, tem como objetivo principal proteger os direitos fundamentais de liberdade,
privacidade e o livre desenvolvimento da personalidade do individuo. Além disso, busca
garantir o fluxo adequado de dados pessoais, assegurando o direito a informacdo (Lei n°
12.527/2011) e a liberdade de expressao.

A LGPD aplica-se a qualquer operacao de tratamento de dados pessoais realizada por
pessoa natural ou juridica, de direito publico ou privado, que tenha como finalidade a oferta
ou fornecimento de bens e servicos. E importante destacar que a aplicacio da lei ndo se limita
ao ambiente digital: ela abrange todas as formas de tratamento de dados, incluindo registros
fisicos. Exemplos incluem cadastros em hospitais, postos de satde, programas de fidelidade
em supermercados e dados bancarios.

2.1 TRATAMENTOS DE DADOS NA LGPD

Na LGPD, tratamento de dados pessoais refere-se a qualquer operagdo realizada com
dados, seja em meio fisico ou digital. Isso inclui coletar, registrar, organizar, armazenar,
alterar, consultar, utilizar, compartilhar, bloquear ou eliminar dados pessoais. Ou seja,
qualquer a¢cdo que envolva o uso de informagdes de uma pessoa identificdvel se enquadra
como tratamento, mesmo que nao esteja ligada ao ambiente digital.

2.2 PRINCIPIOS DA LGPD

A LGPD estabelece uma série de principios que devem ser seguidos por qualquer
pessoa ou empresa que realize o tratamento de dados pessoais. Esses principios funcionam
como diretrizes para garantir que os dados sejam utilizados de forma correta, segura e
transparente (GOVERNO FEDERAL, 2021):
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e Finalidade: os dados devem ser coletados e usados apenas para objetivos especificos,
legitimos e claramente informados ao titular. Nao se pode mudar o uso desses dados
depois para algo diferente do que foi informado.

e Adequacdo: o tratamento dos dados deve estar de acordo com a finalidade informada.
Isso significa que a forma como os dados sdo utilizados deve fazer sentido com o
motivo da coleta.

e Necessidade: somente os dados realmente necessarios para atingir a finalidade devem
ser coletados. E preciso evitar excessos ou informagdes irrelevantes.

e Livre acesso: os titulares dos dados tém o direito de consultar, de forma gratuita e
facilitada, quais dados estdo sendo tratados, por quanto tempo e com qual finalidade.

e Qualidade dos dados: os dados devem estar corretos, atualizados e completos,
conforme a necessidade do tratamento. O titular tem direito a informagdes claras e
precisas.

e Transparéncia: o titular deve ter acesso a informacdes claras sobre o tratamento de
seus dados e sobre quem estd tratando esses dados. As empresas devem agir com
clareza e honestidade.

e Seguranca: ¢ obrigacdo do responsavel pelos dados adotar medidas técnicas e
administrativas para proteger essas informacdes contra acessos ndo autorizados,
vazamentos ou qualquer outro tipo de incidente.

e Prevengdo: agOes devem ser tomadas para evitar que ocorram danos relacionados ao
uso inadequado dos dados.

e Nao discriminagdo: os dados ndo podem ser usados para fins discriminatérios, ilegais
ou abusivos. Nenhuma pessoa pode ser prejudicada com base nas informagdes que
forneceu.

e Responsabilizagdo e prestagdo de contas: quem coleta e trata os dados deve provar
que estd cumprindo a lei e adotando medidas eficazes de protecao.

3 CLASSIFICACAO DOS DADOS

A LGPD divide os dados em diferentes categorias, de acordo com seu nivel de
sensibilidade. Essa classificacdo ajuda a compreender a melhor forma de tratar, proteger e
utilizar essas informacdes. As quatro principais classificagdes sdo: dado pessoal, dado
sensivel, dados de criangas e adolescentes e dados anonimizados (GOVERNO FEDERAL,
2021).

3.1 DADO PESSOAL

De acordo com a LGPD, dados pessoais sdo todas as informagdes relacionadas a
identificacdo de uma pessoa natural (titular). Isso inclui, por exemplo: nome, enderecgo, e-
mail, telefone, nimero de identidade (RG), CPF, endereco IP, dados de localizagdao (como o
GPS do celular), nimero de cartdo bancario, renda mensal, entre outros.

3.2 DADO SENSIVEL

Dados sensiveis sao informagoes relacionadas a caracteristicas intimas, convicgoes e
preferéncias do individuo, que, se expostas ou compartilhadas indevidamente, podem causar
impactos relevantes em sua vida pessoal, profissional ou social. Esse tipo de dado sé pode ser
coletado e tratado mediante o consentimento explicito do(a) titular — ou seja, da pessoa a
quem os dados se referem.
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Entre os exemplos de dados sensiveis, destacam-se: origem racial ou étnica,
convicgdes religiosas, opinides politicas, filiagdo a sindicatos ou organizagdes de carater
religioso, dados referentes a satde, a vida sexual ou a orientacdo sexual, além de dados
genéticos ou biométricos.

3.3 DADOS DE CRIANCAS E ADOLESCENTES

Dados de criangas e adolescentes sao considerados especialmente sensiveis, pois
envolvem individuos em condi¢do de desenvolvimento e vulnerabilidade. O tratamento desses
dados s6 pode ocorrer mediante o consentimento explicito de pelo menos um dos
responsaveis legais. Além disso, as informacdes sobre a coleta e o uso dos dados devem ser
apresentadas de forma clara, acessivel e adequada a compreensdo, informando de maneira
objetiva como os dados serdo utilizados.

3.4 DADOS ANONIMIZADOS

Anonimizag¢do ¢ uma técnica utilizada para desvincular os dados pessoais de seu
respectivo titular, tornando impossivel a identificagdo direta ou indireta da pessoa a quem os
dados se referem. Para que a anonimizagao seja valida sob a LGPD, ela deve ser irreversivel,
ou seja, ndo pode ser possivel identificar a pessoa a partir das informagdes disponiveis.

Nesses casos, os dados anonimizados ndo estdo sujeitos & LGPD, pois ndo representam
risco a privacidade.

Um exemplo comum ¢ dado estatistico, como o total de aprovados em um concurso
publico, sem identificacdo nominal dos candidatos.

4 CICLO DE VIDA DOS DADOS PESSOAIS

O ciclo de vida dos dados pessoais ¢ um processo essencial na adequagdo a LGPD e
compreendem as fases de coleta, processamento, transferéncia, armazenamento, término do
tratamento e descarte. Para garantir a seguranga e privacidade, as empresas devem programar
um programa de governanca que acompanhe os dados de ponta a ponta (GIARLLARIELLI
ADVOGADOS, 2023).

o Coleta: E crucial respeitar os principios da LGPD, como finalidade, necessidade,
transparéncia e seguranca, além de informar claramente o titular sobre o uso dos seus
dados e obter consentimento quando necessario. A partir da coleta, a empresa se torna
responsavel pelo armazenamento seguro dos dados.

e Processamento: Todo tratamento deve ter uma base legal valida, escolhida entre as 10
previstas na LGPD (como consentimento, execucao de contrato ou interesse legitimo).
Transparéncia e comunicagdo clara com o titular sdo fundamentais, devendo haver
politicas de privacidade atualizadas e a designacdo de um encarregado (DPO) ou canal
de comunicag¢do para o titular.

o Transferéncia: Pode ser interna (dentro da empresa), externa (para parceiros ou
operadores) ou internacional. Em todas elas, deve-se garantir que o compartilhamento
seja legal, seguro e restrito as finalidades autorizadas, com contratos que detalhem
responsabilidades e medidas de seguranca.

e Armazenamento: Os dados armazenados devem ser protegidos para garantir
confidencialidade, integridade e disponibilidade, aplicando controles técnicos e
organizacionais adequados.
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e Término e descarte: O tratamento deve ser encerrado quando a finalidade for
alcancada, o prazo expirar, o titular revogar consentimento ou por determinacao da
autoridade. Dados podem ser mantidos para cumprir obrigagdes legais ou para defesa
judicial, desde que respeitados os limites da LGPD.

5 AGENTES DE TRATAMENTO DA LGPD

Os agentes de tratamento sdo os responsaveis por executar € organizar o uso dos dados
pessoais, garantindo que todo o processo ocorra de acordo com as finalidades previstas e as
diretrizes estabelecidas pela LGPD. Cabe a esses agentes zelarem pela seguranca,
transparéncia e legalidade no tratamento das informacdes, assegurando que, em casos de

auditoria ou fiscaliza¢do, todas as exigéncias legais estejam devidamente cumpridas
(PROLINX, 2023).

5.1 CONTROLADOR

Controlador ¢ a pessoa natural ou juridica responsavel pelo tratamento dos dados
pessoais, sendo ele quem define a base legal, a finalidade e a forma como esses dados serdo
tratados. Também ¢ de responsabilidade do controlador elaborar relatorios de impacto a
protecdo de dados, comprovar que o consentimento do titular atende as exigéncias legais e
comunicar a Autoridade Nacional de Prote¢do de Dados (ANPD) a ocorréncia de incidentes
de seguranca. Além disso, cabe ao controlador garantir o exercicio dos direitos dos titulares,
como a atualizag@o ou exclusao de dados, quando solicitado (ANPD,2021).

5.2 OPERADOR

Operador ¢ a pessoa natural ou juridica, de direito publico ou privado, que realiza o
tratamento de dados pessoais em nome do controlador. Ou seja, o operador atua conforme as
instrucdes determinadas pelo controlador, nao tendo autonomia para decidir sobre a finalidade
ou a forma de tratamento dos dados (ANPD,2021).

5.3 ENCARREGADO

Encarregado, também conhecido como DPO (Data Protection Officer), ¢ a pessoa
indicada pelo controlador, conforme previsto na LGPD, para atuar como responsavel pela
conformidade do tratamento de dados pessoais dentro da organizacdo, seja ela publica ou
privada.

Cabe ao encarregado ser o elo de comunicagdo entre os agentes de tratamento e os
titulares dos dados, bem como entre os agentes de tratamento e a Autoridade Nacional de
Protecdo de Dados (ANPD).

Além disso, € responsabilidade do encarregado orientar os funciondrios e contratados
do controlador quanto as praticas de protecdo de dados e ao cumprimento da legislagao.

Vale destacar a importancia de disponibilizar um canal de contato claro, objetivo e
acessivel com o encarregado, uma vez que ele representa o principal ponto de contato para
davidas, solicitagdes ou reclamagdes por parte dos titulares (ANPD,2021).
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Figura 1 — Tipos de agentes de tratamento segundo a  LGPD.

Fonte: ACCURATE. Sangdes da LGPD: quais sdo e como evitad-las? Disponivel em:
https://blog.accurate.com.br/sancoes-da-lgpd/.

6 DIREITOS DO TITULAR

A LGPD garante ao titular dos dados uma série de direitos fundamentais, que visam
assegurar o controle sobre o uso de suas informagdes pessoais. Esses direitos devem ser
garantidos pelo controlador de forma simples, acessivel e transparente, refor¢cando o principio

da autodeterminac¢do informativa — ou seja, o poder do individuo decidir sobre seus proprios
dados (BRASIL, 2018).

Entre os principais direitos assegurados pela legislacdo, destacam-se:

e Confirmacdo da existéncia de tratamento e acesso aos dados pessoais: o titular tem o
direito de saber se seus dados estdo sendo tratados por uma organizacao e, se sim, ter
acesso as informagdes armazenadas sobre ele.

e Correcdo de dados incompletos, inexatos ou desatualizados: o controlador deve
manter os dados corretos e atualizados, garantindo sua qualidade.

e Anonimizagdo, bloqueio ou eliminagcdo de dados: o titular pode solicitar que dados
excessivos, desnecessarios ou tratados em desconformidade com a LGPD sejam
excluidos, bloqueados ou tornados andénimos.

e Revogacdo do consentimento: o titular pode retirar seu consentimento a qualquer
momento, € o tratamento baseado nele deve ser imediatamente interrompido, salvo
quando houver outra base legal que justifique a continuidade.
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e Informagdo sobre o compartilhamento de dados: o controlador deve informar com
quais terceiros os dados foram ou serdo compartilhados, promovendo maior
transparéncia.

e Direito de oposi¢do: em determinadas situacdes, o titular pode se opor ao tratamento
de seus dados, especialmente quando este for realizado com base em interesse legitimo
do controlador.

e Informagdo sobre a negativa do consentimento: o titular deve ser informado sobre a
possibilidade de ndo fornecer consentimento e quais sdo as eventuais consequéncias
dessa decisdo para o servico.

e Revisdo de decisdes automatizadas: caso uma decisdo que afete o titular tenha sido
tomada exclusivamente com base em processamento automatizado de dados, como em
sistemas de crédito ou de sele¢do de candidatos, ele podera solicitar uma revisao
humana da decisao.

e Peticionamento junto ao controlador ou a ANPD: o titular pode exercer seus direitos
diretamente com a empresa controladora ou, caso ndo seja atendido, recorrer a
Autoridade Nacional de Protecdo de Dados (ANPD).

7 O QUEE A ANPD?

A Autoridade Nacional de Protecdo de Dados (ANPD) ¢ o orgdo responsavel por
fiscalizar, regulamentar e orientar a aplicacdo da LGPD no Brasil. Trata-se de uma autarquia
de natureza especial (Lei n°® 14.460/2022), vinculada ao Ministério da Justica e Seguranca
Publica, criada para assegurar a protecdo de dados pessoais conforme determina a Lei n°

13.709/2018.
Sua estrutura e funcionamento estdo definidos pelo Decreto n® 10.474/2020.

Além disso, com a Emenda Constitucional n® 115/2022, a protecdo de dados pessoais
passou a ser reconhecida como um direito fundamental no ordenamento juridico brasileiro.

7.1 PRINCIPAIS ATRIBUTOS DA ANPD

e Zelar pela protecao de dados pessoais no Brasil;

e Elaborar diretrizes para a Politica Nacional de Prote¢do de Dados Pessoais e da
Privacidade;

e Analisar, processar e responder petigdes feitas pelos titulares de dados;

e Promover a conscientizagdo e disseminagdo do conhecimento sobre
privacidade e protecdo de dados para o publico em geral;

e Realizar estudos sobre praticas de privacidade no Brasil e em outros paises;

e Desenvolver mecanismos simplificados para o registro de reclamagdes
relacionadas ao tratamento de dados pessoais.

Além da funcdo fiscalizadora, a ANPD tem investido na producdo de guias
orientativos e materiais educativos voltados a sociedade, ao setor publico e as empresas
privadas. Entre os documentos mais relevantes estdao o Guia de Agentes de Tratamento, que
esclarece os papéis de controlador, operador e encarregado; o Guia de Seguranca da
Informagdo, com boas praticas para pequenas empresas € organizagdes publicas; e o Checklist
de adequacdo a LGPD, usado como referéncia pratica no processo de conformidade.
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Em 2024, a ANPD também aprovou a Resolu¢do n° 19, que trata das regras para

transferéncias internacionais de dados pessoais, refor¢ando a importincia de manter a
legislacdo atualizada frente as novas realidades digitais.

8 COMO SE ADEQUAR A LGPD E AS EXIGENCIAS DA ANPD

A adaptacdo exige planejamento, conscientizagdo e medidas praticas que assegurem o

tratamento adequado dos dados pessoais, com foco na transparéncia e nos direitos dos
titulares. A seguir, estdo as etapas essenciais:

Mapeamento de dados pessoais: Identifique quais dados sdo coletados, onde estdo
armazenados, com que finalidade sdo usados e por quem sdo acessados. D€ atengdo
especial a dados sensiveis, de criangas e adolescentes.

Verificacdo da base legal: Analise qual € a justificativa juridica para cada tratamento
de dado: consentimento, obrigacdo legal, execugdo de politicas publicas, interesse
legitimo etc.

Transparéncia com o titular: Informe, de forma clara e acessivel, os dados que estao
sendo tratados, suas finalidades, com quem serdo compartilhados e os direitos dos
titulares — antes mesmo do inicio do tratamento.

Documentagdo e governanca: Elabore e mantenha atualizados documentos como a
politica de privacidade, o Relatério de Impacto a Protecdo de Dados (RIPD), registros
das operacdes de tratamento e protocolos internos de seguranca.

Capacitagao e cultura de privacidade: Promova treinamentos para os colaboradores ¢
crie uma cultura organizacional voltada a protecdo de dados, seguranga da informagao
e cumprimento da LGPD.

Designa¢do do Encarregado (DPO): Nomeie um encarregado responsavel por atender
titulares e a ANPD, quando exigido pelo porte ou volume de dados tratados.
Adaptacao de sistemas e canais de atendimento: Disponibilize canais digitais e fisicos
para que o titular possa exercer seus direitos, como solicitacdo de acesso, corregao,
exclusdo e oposicao ao tratamento.

Analise de riscos e revisdo continua: Realize analises de risco regularmente, avalie
falhas potenciais e atualize seus processos para garantir a seguranca € 0 cumprimento
continuo da lei.

Prevengdo, resposta e notificagdo de incidentes: Implante protocolos para identificar,
conter e notificar falhas, vazamentos ou acessos indevidos, comunicando
imediatamente a ANPD e ao titular, conforme exigido pela LGPD (GOVERNO
FEDERAL, 2024).

8.1. BOAS PRATICAS DE SEGURANCA DOS DADOS
Apresentam-se abaixo orientagdes praticas que auxiliam na implementacao de boas

praticas de seguranca da informagao (ANPD, 2021):

e Conscientizagdo: treinar os funcionarios sobre a LGPD e os riscos de
seguranca, como golpes de phishing e uso inadequado de senhas.

e (uidados fisicos: manter documentos com dados pessoais sempre guardados
em gavetas ou armarios trancados, evitando deixa-los expostos.

e Controle de acesso: limitar permissdes, usar senhas fortes, ndo as compartilhar,
e bloquear o computador sempre que se ausentar.

e Contratos e responsabilidades: firmar termos de confidencialidade com
funcionarios e fornecedores, deixando claro o dever de proteger os dados.
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e Protecao dos dados: coletar apenas os dados necessarios, adotar criptografia,
realizar backups regulares e seguir o principio da necessidade.

e (Comunicagdo segura: utilizar conexoes criptografadas, firewalls e evitar clicar
em links suspeitos ou e-mails desconhecidos.

e Politica interna: seguir as normas da politica de seguran¢a da informagdo da
organizacao, criando uma cultura de responsabilidade com os dados.

9 SANCOES E MULTAS

A LGPD prevé a aplicagdo de sancdes administrativas as organizagdes que
descumprirem suas disposi¢des, conforme estabelecido no artigo 52 da lei. As penalidades
tém carater educativo, punitivo e preventivo, € podem variar conforme a gravidade da
infracdo, o dano causado aos titulares, a reincidéncia, o porte da empresa e o grau de
cooperacao com a Autoridade Nacional de Prote¢ao de Dados (ANPD).

Segundo o blog da Accurate (2023), entre as principais san¢des previstas estao:

e Adverténcia: utilizada em casos menos graves, geralmente quando a infracdo ndo
causou danos significativos. Vem acompanhada de um prazo para que a empresa adote
medidas corretivas.

e Multa simples: pode chegar a 2% do faturamento da empresa, limitada a R$ 50
milhdes por infragdo. Essa sanc¢do ¢ aplicada em situagdes mais sérias, € seu valor ¢
calculado com base no faturamento da pessoa juridica no ultimo exercicio.

e Multa diaria: aplicada de forma continua até que a empresa regularize sua conduta,
também limitada ao teto de R$ 50 milhdes.

e Publicitacdo da infragcdo: a autoridade pode determinar que a infracdo fosse tornada
publica, apds sua apuragdo e confirmagdo, o que pode gerar danos reputacionais
significativos a organizagao.

e Bloqueio ou eliminagdo dos dados pessoais: os dados tratados de forma irregular
podem ser bloqueados (ficando indisponiveis) ou até eliminados, impedindo seu uso
continuo pela empresa.

e Suspensdo parcial ou total do banco de dados ou das atividades de tratamento: em
casos mais graves, a empresa pode ser impedida temporaria ou definitivamente de
tratar dados pessoais.

Essas sangdes reforcam o compromisso da LGPD com a responsabilidade e
transparéncia no uso de dados pessoais. Vale destacar que a ANPD pode levar em conta boas
praticas e programas de governanga em prote¢do de dados ao decidir pela aplicagdao de
penalidades — ou mesmo para atenuar o impacto das sangdes.

Portanto, manter a conformidade ndo ¢ apenas uma exigéncia legal, mas uma
estratégia essencial de gestdo de riscos e preservacao da reputagao empresarial. Empresas que
ignoram as obrigagdes da LGPD se expdem ndo apenas a multas financeiras, mas também a
perda de confianga por parte dos consumidores e parceiros de negocio.

10 EXEMPLO DE CASO REAL SOLICITADA PELA ANPD

Para ilustrar a importancia da conformidade com a LGPD, vale destacar um caso real
que marcou a atuagdo inicial da ANPD no Brasil a qual envolveu a empresa Telekall
Infoservice, que se tornou a primeira organizagdo. A empresa, que atua no setor de
telemarketing, realizava o tratamento de dados pessoais sem apresentar base legal adequada,
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ou seja, sem justificar de forma clara e legitima o motivo pelo qual estava utilizando aquelas
informacgdes (ANPD, 2023).

Além disso, a Telekall descumpriu outro ponto crucial da LGPD: deixou de indicar
um encarregado (DPO), figura obrigatoria mesmo para microempresas, especialmente quando
ha risco relevante no tratamento de dados. A auséncia desse responsavel impediu que os
titulares de dados tivessem um canal de contato, € comprometeu a transparéncia e a
fiscalizagdo do processo de tratamento (ANPD, 2023).

unesp ™

A empresa alegou que seu porte permitiria certa flexibilizagdo nas exigéncias legais,
mas ndo conseguiu demonstrar que suas atividades representavam baixo risco aos direitos dos
titulares. Diante disso, a ANPD instaurou um processo administrativo sancionador, que
resultou na aplicag¢do de sang¢des formais (ANPD, 2023).

Esse caso evidencia como o ndo cumprimento da LGPD pode gerar consequéncias
significativas. Para evitar esse tipo de penalidade, a empresa poderia ter adotado medidas
simples, como:

e Realizar 0 mapeamento dos dados coletados e definir uma base legal para cada
operagao de tratamento;

e Nomear um encarregado pelo tratamento de dados, conforme previsto na LGPD;
o Implementar politicas de privacidade claras e acessiveis aos titulares;

e Manter registros atualizados das atividades de tratamento e responder prontamente a
fiscalizagdes.

11 FUTURO DA LGPD E TENDENCIAS

Segundo a Tivit (2024), a LGPD consolidou uma nova cultura de prote¢do de dados
no Brasil, promovendo maior conscientizagdo da populacdo e exigindo das empresas uma
postura mais proativa em relagdo a privacidade. A tendéncia ¢ que o titular continue
exercendo controle mais ativo sobre seus dados, enquanto as organizagdes devem aprimorar
seus processos para atender as exigéncias legais e as expectativas do consumidor.

Com o aumento dos riscos digitais, cresce também a demanda por solugdes
tecnoldgicas voltadas a seguranga da informagdo, como inteligéncia artificial, andlise
preditiva e gestdo centralizada de dados. Essas inovacdes auxiliam na identificacdo de
vulnerabilidades e no fortalecimento das praticas de governanca.

Ao completar cinco anos, a LGPD passa por um momento de amadurecimento. A
atuacdo da ANPD e o papel do Judicidrio sdo fundamentais para consolidar entendimentos e
definir os limites da lei, especialmente frente a novos desafios como a regulamentagdo da
inteligéncia artificial e as transferéncias internacionais de dados.

O cenario aponta para uma evolucao constante da legislagdo, acompanhando o ritmo
acelerado da transformacdo digital. Para empresas, isso representa tanto um desafio quanto
uma oportunidade de inovacao responsavel e construcao de confianca com seus publicos.

12 CONCLUSAO

A Lei Geral de Protecdo de Dados Pessoais (LGPD) surgiu como uma resposta
necessaria ao cenario de transformacdo digital, onde o volume e a velocidade da circulagdo de
dados pessoais cresceram de forma exponencial. Mais do que uma imposicao legal, a LGPD



\“
SIMPOSIO DE ExCELENcm em GesTAo E TecNoLoGiA [§ ) /‘ " Realizagso:
\YAVvaIlY _JV P | —_— ECONOMIA
& X | . ¢(CIRCULAR r " UniDomBosco L4
: =ue ' o im‘ @ .., UNeSP

Economia Circular: Desafios para construir uma sociedade sustentavel

representa uma mudanga de paradigma no modo como empresas, instituicdes publicas e a
sociedade lidam com a privacidade e a prote¢ao das informacdes.

Ao longo deste artigo, foram apresentados os principais conceitos da LGPD, os tipos
de dados protegidos, os agentes de tratamento, os direitos dos titulares, o papel da Autoridade
Nacional de Protecdo de Dados (ANPD), bem como as sang¢des aplicdveis em caso de
descumprimento. Também discutimos a importancia da governanga, do ciclo de vida dos
dados e das boas praticas de seguranca, evidenciando que a conformidade legal deve andar de
maos dadas com a responsabilidade ética e social.

Fica claro que a prote¢do de dados deve ser uma prioridade estratégica para qualquer
organiza¢do. Nao se trata apenas de evitar multas ou danos a reputagdo, mas de construir uma
relacdo de confianca, transparéncia e respeito com os titulares de dados — que hoje se
mostram mais conscientes e exigentes quanto a forma como suas informacgdes sdo tratadas.

Além disso, a medida que novas tecnologias, como inteligéncia artificial e big data,
ganham espaco nas rotinas empresariais, cresce a necessidade de adaptagdes continuas para
garantir que o uso desses recursos nao comprometa os direitos fundamentais dos individuos.
A LGPD, nesse sentido, ¢ um marco, mas também um ponto de partida para uma cultura
permanente de protecdo de dados e inovagao responsavel.

Portanto, ¢ essencial que todos — organizagdes, profissionais e usuarios — estejam
atentos as normas e dispostos a contribuir para um ambiente digital mais seguro, ético e
transparente. A conformidade com a LGPD ndo deve ser encarada como um desafio isolado,
mas como uma oportunidade para fortalecer a governanga, aprimorar processos internos e
criar valor em longo prazo.
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